|  |  |
| --- | --- |
| **ADI SOYADI** |  |
| **TC KİMLİK NUMARASI** |  |
| **ACTIVE DIRECTORY KULLANICI ADI** |  |
| **BİRİM ADI** |  |
| **E-POSTA ADRESİ** |  |
| **KULLANILACAK CİHAZA AİT IP/MAC ADRESİ** |  |
| **AYRICALIKLI ERİŞİM TÜRÜ(WEB SAYFASI, PORT, UYGULAMA vb.)** |  |
| **AYRICALIKLI ERİŞİM ZAMAN ARALIĞI** |  |
| **AYRICALIKLI ERİŞİM NEDENİ** |  |
| **AÇIKLAMA:** Bu formuneksiksizolarakdoldurularak, ıslakimzalıolarak BİLGİ İŞLEM BİRİMİ’neresmiyazıileteslimedilmesigerekmektedir. Ayrıcalıklıerişimtalebiileilgiligeribildirim, formdagirilmişolan e-postaadresinegönderilecektir. | |
| **SÖZLEŞME** | |
| 1. BilgiİşlemBirimitarafından; kurumsalkaynaklarınetkinolarakkullanılması, 5651 sayılıkanundankaynaklananuyumzorunlulukları, verigüvenliğininsağlanması, zararlıiçerikveyazılımlardankorunma vb. maksatlarla internet, port veuygulamaerişimlerikısıtlamasıyapılmaktadır. Bu kısıtlamaileilgilipolitikalarbelirlenirkenaşağıdakihususlardikkatealınır:    1. UlusalSiberOlaylaraMüdahaleekibi(USOM)veSiberOlaylaraMüdahaleBirimi(SOME)tarafındanyayınlananzararlıiçerikbarındıran URL adreslerierişimekapatılır.    2. Virüs,Spyware,Malware,Trojen,Spam,Solucan,Hacking(korsan),Fishing(oltalama)saldırılarıiçerdiğitespitedilengüvenlikseviyesidüşük internet sitelerineerişimlerkapatılır.    3. Alkol, sigara, uyuşturucu, silah vb. sağlığazararlıürünlerinreklamvesatışsitelerininerişimleriengellenir. 1.4.Erotikiçeriklisiteler, çocukistismarı, bahisvekumarsiteleri, oyunsitelerierişimekapatılır.    4. Kurumun internet bantgenişliğiniolumsuzetkileyenuygulamavesitelerin (Torrent, P2P, Streaming Media, Download vb.) erişimleriengellenir.    5. Basın yayınorganlarınıtakipederekraporlamaklasorumlupersonelharicindekitümpersonelindizi, film ve TV erişimlerikapatılır. **1.7**.KurumaaitsosyalmedyahesaplarınıyönetmeklesorumlupersoneldışındakitümpersonelinFacebook,Twitter,Instagramvb.   uygulamalaraerişimleriengellenirveyabantgenişliğisınırlamasıyapılır.  **1.8**.Youtube, Vimeo, Dailymotion gibiplatformlardaerişimlerleilgiliolaraksadeceihtiyaçduyanpersoneleizinverilirveyabuplatformlaraerişimlerebantgenişliğisınırlamasıyapılır.   1. Ayrıcalıklıerişimsağlananpersonel, buerişimileilgilioluşabilecek her türlüproblemdenbirinciderecedensorumluolarakkabuledilir. 2. Ayrıcalıklıerişimsağlananpersonelinişindenayrılması, görevdeğişikliği, buerişimhizmetininkullanılmasınıngerekliolmadığınakararverilmesi,herhangibirsebeptendolayıerişimingüvenlikriskiiçerdiğinintespitedilmesivb.durumlardaerişiminkapatılmasıiçinBilgiİşlemBiriminebilgivermesorumluluğuhizmetalanpersoneleaittir. 3. Ayrıcalıklıerişimhizmetikurumunbilgigüvenliğipolitikalarıdışındakullanılamaz. 4. Bu form ileverilenayrıcalıklıerişimhizmeti, sadeceerişimtalebiyapanilgilipersonelinkullanımıiçindir, üçüncüşahıslarlapaylaşılamaz, amacıdışındakullanılamaz. 5. Personeleverilmişolanayrıcalıklıerişimhizmetininbusözleşmeyeaykırıbirbiçimdekullanıldığınıntespitedilmesidurumundaayrıcalıklıerişimhakkıiptaledilip, ilgilipersonelhakkındayasalişlembaşlatılır. 6. Personeleverilenayrıcalıklıerişim, güvenlik vb. gerekçelerleBilgiİşlemBirimitarafındanilgilipersonele e-postayoluylahaberverilmeksuretiilekapatılabilir.   **Sözleşmedebulunantümmaddeleriokudumvekabulediyorum.** | |
| **TALEP EDEN KİŞİNİN İMZASI**  **…./…./20…** | **YÖNETİCİ ONAYI**  **…./…./20…** |